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1. 
Discussion
The document is revised by considering the proposed interim agreements in the following documents:

S2-165767 (Qualcomm)

S2-165592 (Nokia)
S2-165895 (Intel)

The following interim agreements are proposed for the "common AN-CN interface" key issue:
1. Non-3GPP accesses are either embedded into the NextGen RAN (referred to "non-standalone" non-3GPP accesses) or are deployed independently and outside the NextGen RAN (referred to "non-standalone" non-3GPP accesses). 
2. The "non-standalone" non-3GPP accesses are outside the scope of TR 23.799 and may be considered by the RAN groups. However, the stage-2 aspects of "standalone" non-3GPP accesses shall be defined by SA2.
3. The same NG2/NG3 interfaces are used to connect to NextGen CN (a) the NextGen RAN (with or without non-standalone non-3GPP accesses) and (b) standalone non-3GPP accesses.
4. The following high-level architecture is used for standalone non-3GPP accesses. Note that this architecture is neutral: It is applicable to solution 8.2 (N3ASF = N3IWF), applicable to solution 8.6 (ngPDG = N3IWF) and applicable to the new solutions in S2-165650 and S2-165680. The figure below provides a consolidated architecture.
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5. Over trusted non-3GPP access: 
a. The UE attaches to NextGen CN via NG2 during the EAP authentication procedure and then establishes a DTLS connection with N3IWF. The UE receives the address of N3IWF during the EAP authentication. (Note that DTLS is also used in the existing SaMOG solution: WLCP runs on top of DTLS.)
b. NAS messages are exchanged between the UE and CP functions via the established DTLS connection and via NG2. The N3IWF transparently forwards the NAS messages between the UE and the CP functions.
c. There is a control-plane protocol between the UE and N3IWF referred to as N3CP. The N3CP is used to (a) establish the DTLS connection between the UE and N3IWF, (b) transparently transport NAS messages via the DTLS connection and (c) establish a UP connection between the UE and N3IWF for each PDU session.
d. There is a user-plane protocol between the UE and N3IWF referred to as N3UP. The N3UP is used to encapsulate each user-plane PDU (e.g. Ethernet, IPv4/v6 datagram, etc.) with a header that associates the PDU with a PDU session and provides QoS information (e.g. a Flow Priority Indicator).
6. Over untrusted non-3GPP access: 
a. The UE discovers and selects the N3IWF with the same procedure as the ePDG selection in TS 23.402.
b. The UE uses IKEv2 to establish an IPsec tunnel with the selected N3IWF. During this IPsec tunnel establishment the UE is attached to the NextGen CN via NG2.
c. NAS messages are exchanged between the UE and CP functions via the established IPsec tunnel and via NG2. The N3IWF transparently forwards the NAS messages.
d. NAS messages between the UE and N3IWF are transferred over UDP/IP. The UE sends NAS messages to a destination IP address that is provided to UE during the IPsec tunnel establishment.
e. When the UE requests a PDU session (by sending a NAS message) a new IPsec tunnel is established between the UE and N3IWF. This new IPsec tunnel is used to transfer the user-plane traffic of PDU session.
Open issues for trusted non-3GPP access:

1. Details of the Attach procedure: (a) NAS messages in EAP packets, (b) interworking between EAP and Attach.
2. Details of the control-plane function N3CP and of the user-plane function N3UP.
Open issues for untrusted non-3GPP access:

1. Details of the Attach procedure: (a) NAS messages in EAP packets, (b) NAS messages in IKEv2 packets, (c) interworking between IKEv2 and Attach.
2. One IPsec tunnel per PDU session or per QoS level?
Start of changes
8.8
Interim Agreements on Key Issue #8: Next Generation core and access - functional division and interface

8.8.1
Interim Agreements on functional split between AN and CN
The following table documents the current status of agreements on the CN-RAN functional allocation:

Table 8.8.1-1: Logical function allocation

	Location:

Function:
	NextGen RAN
	NextGen CN
	Comments

	Key Issue #1 - Network Slicing
	
	
	

	CN instance selection when UE attach to a CN network slice
	FFS
	FFS
	

	Key Issue #3 - Mobility Management
	
	
	

	Mobility management control, (Subscription and Policies) 
	
	X
	

	Determination of mobility restriction
	
	X
	

	Roaming restrictions execution
	
	X
	

	Mobility restrictions execution, [CN Connected]
	X
	
	

	Mobility restrictions execution, [CN Idle]
	
	X
	It is expected that the RAN design will enable minimization of CN-initiated paging and UE associated CN/RAN signaling

	UE registration
	
	X
	

	Area tracking
	FFS
	X
	 The need for RAN level area tracking is for RAN WGs to determine.

	UE unreachability detection
	
	X
	Assumed to be supported in CN for UEs in CN Idle state.

	RAN UE unreachability detection
	X
	
	Assumed to be supported in RAN for UEs in RAN Inactive state. If RAN inactive state exists.

	NAS state transitions
	
	X
	

	RRC state transitions
	X
	
	

	Paging initiation and control in RAN Inactive state
	X
	
	RAN Inactive state is RAN state that corresponds to CN connected state. If RAN inactive state exists.

	Paging initiation in CN Idle state
	
	X
	

	Access Stratum UE Context storage in RAN Inactive state
	X
	
	If RAN inactive state exists.

	Control of connected state mobility
	X
	X
	

	UP buffer for UE in CN Idle state
	
	X
	

	UP buffer for UE in RAN Inactive state
	X
	
	If RAN inactive state exists.

	Key Issue #4 - Session Management
	
	
	

	PDU Session address allocation
	
	X
	FFS for non-IP PDU Sessions

	PDU Session Termination Point
	
	X
	Note that this refers to the ownership of the specification for the function supporting the termination point. In a NW deployment this function may be deployed on or close to a RAN site.

	Session Management
	
	X
	

	Termination of UP security
	FFS
	FFS
	FFS

	Subscription Data Handling (incl. default QoS profile)
	
	X
	

	Key issue #12
	
	
	

	Authentication and Key Agreement
	
	X
	

	Key Issue #2 QoS
	
	
	

	Radio Resource Admission Control
	X
	
	

	Radio Resource management (QoS attributes)
	X
	
	Packet scheduling with regards to resource utilization and availability (RRM)

	Max rate control
	X
	X
	Maximum bitrate policing in the CN and RAN in UL and DL.

	QoS Policy Control
	
	X
	

	Transport marking
	X
	X
	Used for prioritization in the transport network.

	Charging Data Collection
	
	X
	

	Packet classification of DL packets for QoS differentiation on the Radio
	FFS
	FFS
	Some companies think the QoS classification for QoS differentiation of DL packets is performed in RAN.

	QoS differentiation and verification for UL packets
	FFS
	FFS
	Some companies think the QoS verification for UL packets is performed in RAN and/or CN.


8.8.2
Interim Agreements on common AN-CN interface
The following list contains the current agreements on the common AN-CN interface:
1.
A non-3GPP access network may be integrated into the NextGen RAN (referred to as "non-standalone" non-3GPP access), or may be deployed independently and outside of the NextGen RAN (referred to as "standalone" non-3GPP access). How "non-standalone" non-3GPP accesses can be integrated into the NextGen RAN is outside the scope of this TR and may be considered by the RAN groups.
2.
The same NG2/NG3 interfaces shall be used to connect to the NextGen CN (a) the NextGen RAN (with or without non-standalone non-3GPP accesses) and (b) standalone non-3GPP accesses.
3.
Standalone non-3GPP accesses shall interface with the NextGen CN via NG2/NG3 with the high-level architecture shown in the figure below. This architecture is based on a Non-3GPP Interworking Function (N3IWF) which can support access to NextGen CN via both trusted and untrusted non-3GPP access networks. The definition of trusted/untrusted is the same as the one in TS 23.402.
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Figure 8.8.2-1: NextGen Architecture with Common AN-CN interfaces
4.
…more after the discussion…




End of changes
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